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Abstract
Vehicle communication is being utilized to provide a variety of services in the area of intelligent transport systems (ITS) by merging the communication systems and the automotive industry. In general, vehicle communication is used for vehicle-to-vehicle (V2V) and vehicle-to-infrastructure (V2I) communications by adopting the IEEE 802.11p / 1609 standard known as wireless access in vehicular environments (WAVE). In intelligent traffic system traffic system, vehicle information is collected by exchanging information between the roadside unit (RSU) and the vehicle. The vehicle density within the range of one RSU changes with time. The higher the vehicle density, the more vehicle information is collected on a single RSU and the probability of packet collision increases. In this paper, we analyze the vehicle to infrastructure (V2I) and vehicle to vehicle (V2V) wireless channel characteristics of the WAVE communication system based on IEEE 802.11p standard in domestic urban and highway environments to solve the phenomenon that the communication performance is deterioration when concentrated on this one infrastructure. When there are multiple vehicles communicating with a single infrastructure, the collision rate increases, which makes communication difficult. In this paper, we propose a distance-based grouping algorithm that groups multiple vehicles and communicates between groups. By using the algorithm proposed in this paper, the collision rate is reduced by an average of 4.2%.
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1.Introduction
Advances in technology have made cars an indispensable factor in our lives. Wireless payment systems are already in use, providing convenient facilities for vehicles, various media services available in vehicles and wireless toll payment systems. As demands for multimedia services and vehicle safety have increased in recent years, more and more attempts have been made to use the services while moving. Research continues on intelligent transportation system (ITS) for smart vehicles with access to safety and entertainment services in the United States, Europe and Japan leading the way [1]. The field of vehicle communication in ITS technology is recognized as an important part of providing a variety of services to ensure the reliability and safety of the vehicle and the road environment. IEEE 802.11p and 1609, the next-generation vehicle protocols, are the wireless access in vehicular environments (WAVE) communication.

WAVE consists of physical (PHY) layer and Media Access Control (MAC) layer of IEEE 802.11a and is composed of additional functions such as resource allocation, security and multi-channel service supported in 1609. Supports quality of service (QoS) of each data stream using multiple channels of IEEE 1609.4 and enhanced distributed coordination function channel access (EDCA) of IEEE 802.11e [2].

IEEE 802.11p uses the distributed coordination function (DCF) method used in the MAC by IEEE 802.11 and is based on carrier-sense multiple access with collision avoidance (CSMA / CA). CSMA / CA is a method of avoiding a collision in wireless communication. Also, QoS is supported by assigning different priorities to packets generated according to an application by using EDCA extended from DCF of IEEE 802.11. IEEE 802.11p / WAVE used consists of a vehicle and a road side unit (RSU) installed on the road [3]. By vehicle, we mean one
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that is equipped with an on-board-unit (OBU) supporting wireless communication in the vehicle and participating in the vehicular ad-hoc network (VANET). An RSU is a device that supports communication around the road and is also referred to as an infrastructure. VANET communication can be roughly classified into a vehicle to infrastructure (V2I), which is a communication between a vehicle and an infrastructure, and vehicle to vehicle (V2V), which is a communication between a vehicle and a vehicle.

As the number of vehicles increases when a vehicle communicates with one RSU, there is a problem of intensifying competition and collision. In order to avoid competition and collision, existing researches have added data to transmit in order to stabilize communication, but data transmission is difficult for vehicles with high mobility due to large communication overhead. In this paper, we use the hidden-node-aware grouping (HAG) algorithm, which is a grouping algorithm in existing mobile wireless network environment, to the vehicle environment. In the conventional vehicle communication, the distance between the vehicles is obtained by using the position information of each vehicle, the vehicles having a short distance between the vehicles are preferentially grouped, and the time is allocated to each group to reduce the collision rate.

Vehicle grouping elects a group leader and one or more group members are present in the group to allow intragroup communication and inter-group communication.

This paper is composed as follows. Section 2 describes the WAVE communication, IEEE 802.11p and IEEE 1609.4. Section 3 describes the HAG algorithm and Section 4 explains the distance-based grouping algorithm that is modified by the HAG algorithm. Section 5 presents the performance evaluation of the proposed algorithm and conclusion.

2. WAVE communication

WAVE is a vehicle to everything (V2X) vehicle networking technology for public safety and ITS services. The existing communication protocol used in ITS service is dedicated-short-range-communication (DSRC) as a short-distance communication method. It is used mainly for high-pass fare collection service, bus route identification and traffic information notification service for navigation. In order to solve this problem, IEEE has developed WAVE communication, including IEEE 802.11p and IEEE 1609 because there is a limit to accommodate various services and high transmission speed required in ITS including wireless internet. The standard structure of WAVE is shown in Figure 1 [4].

![Figure 1 WAVE standard configuration diagram](image)

2.1 IEEE 802.11p

The IEEE 802.11p standard is meant to:

- Describe the functions and services required by WAVE-conformant stations to operate in a rapidly varying environment and exchange messages without having to join a basic service set (BSS), as in the traditional IEEE 802.11 use case.
- Define the WAVE signaling technique and interface functions that are controlled by the IEEE 802.11 MAC.

IEEE 802.11p defines WAVE communication considering the existing IEEE 802.11a based mobile environments [5]. Vehicle communication has short communication time than general wireless network because of high-speed mobility which is characteristic of vehicle and road environment based on vehicle communication. Due to the short communication connection time, IEEE 802.11p omits the combining and authentication procedures defined in the existing IEEE 802.11a. In the BSS mode in which the communication node communicates with
the access point (AP), the node using IEEE 802.11a hears the beacon message transmitted by the AP and performs authentication and association procedures. After completing the authentication and association procedure, the AP and the node form a BSS. However, IEEE 802.11p, which has a relatively short communication time, uses the WAVE mode in which authentication and association procedures are omitted and a BSS is formed [6]. Any two wireless terminals operating in the WAVE mode can exchange data if the channels coincide. The BSS formed in the WAVE mode is called WAVE basic service set (WBSS). A beacon is transmitted from a node having transmission data of IEEE 802.11p WAVE communication, and a WBSS is formed together with the node receiving the beacon. The nodes subscribed to the WBSS can send and receive data without authentication and association procedures. At this time, the beacon frame provides necessary information at the higher layer of IEEE 802.11p and provides information for the service and subscription provided by WBSS. Figure 2 shows the BSS formation process of IEEE 802.11a and the WBSS formation process of IEEE 802.11p [7].

IEEE 802.11p WBSS eliminates authentication and association procedures, so the problem that arises is addressed in the IEEE 1609 standard.

2.2 IEEE 1609.4
IEEE 1609.4 supports multi-channel operations. The multi-channel architecture of WAVE MAC basically guarantees Quality of Service (QoS) for each AC (Access Category) by using EDCA (Enhanced Distributed Channel Access) mechanism of IEEE 802.11e [8].

The CCH channel is a channel for transmitting safety messages, and there are periodic sending status messages and event-based emergency messages that occur in an emergency situation [9]. The SCH channel is a channel for exchanging safety messages and general data. Figure 3 shows the multi-channel architecture of WAVE MAC [4].

3. HAG algorithm
HAG algorithm is an algorithm for eliminating interference collision in mobile wireless network environments [10]. This section introduces the HAG algorithm to be used in the proposed algorithm. The HAG algorithm is divided into five steps. The step of recognizing the hidden node state at the first step, the step of grasping the hidden node at step 2, the step of generating the signal strength table at step 3, the step of applying the grouping algorithm at step 4 and the step of allocating the channel at each step shown in Figure 4.
Figure 3 WAVE MAC multi-channel architecture

Figure 4 HAG algorithm flowcharts
Figure 5 shows the HAG algorithm's identification step and signal strength acquisition process.

In the first step of the HAG algorithm, a case where the coordinator detects a collision while receiving a signal from one node is defined as a collision due to the hidden node. The coordinator that detects the collision due to the hidden node becomes aware of the existence of the hidden node. The coordinator recognizing the hidden node enters the second-step hidden node relation grasp step. Assume that there are coordinator C and nodes NA, NB, and NC, NA and NB are in the same transmission range, and NC is in a position outside the transmission range of NA and NB. When C sends a message to NA, NA and NB can both hear the message. In this case, if the NA transmits an ACK to C in response to the message, NB records the ACK and records the signal. Since NC cannot hear, the signal strength is recorded as -1.

In the third step, the signal strength table generation step, the coordinator transmits a frame requesting to report the signal strength recorded by each node, receives a response, and generates a signal strength table. Apply the four-step grouping algorithm using the prepared signal intensity table. Start with the two nodes with the strongest signal in the signal table and make the node and group with the highest signal strength. After the group is created, the process goes to step 5, which is a group-by-group channel allocation step. As the size of each group increases, the allocated transmission time increases.

4. Distance-based grouping algorithm
The WAVE communication used in the VANET increases the data collision rate when a large number of vehicles are concentrated in one RSU. We propose a distance-based grouping algorithm [11] to reduce the collision rate even in the presence of multiple vehicles. In the distance-based grouping algorithm proposed in the background of the HAG algorithm described above, a table is created by replacing the signal strength parameter value used by the HAG algorithm with the inter-vehicle distance value. If the criterion for applying the HAG algorithm to the VANET is the signal strength of the node, it is not suitable for vehicle communication requiring fast communication because each vehicle needs a procedure for receiving and confirming the signal. Therefore, this paper proposes a grouping algorithm based on the distance between vehicles.

The proposed algorithm can be divided into three stages. In the first step, the distance information between the vehicles is stored in the RSU that knows all the vehicle nodes. In the second step, the group is created based on the distance using the created table and the group leader is selected. The last three steps consist of transferring data from a given group. This chapter consists of four sections. Section 1 describes the overall algorithm. Section 2 describes the RSU table creation process, and Section 3 describes the grouping process using tables. In the last section, we describe the communication process of the grouped nodes.

4.1 Grouping algorithm
The algorithm can be divided into three stages. The overall grouping and group communication process is shown in Figure 6.

In step 1, the RSU updates the information on all the vehicles in the transmission range to the RSU table, checks the collision rate, and checks whether grouping is required. If the collision rate exceeds the threshold value, it is judged that the grouping should proceed and then step 2 is entered. Step 2 is a grouping and group communication process. The RSU creates a grouping table by calculating the distance between each vehicle based on the RSU table that has been created previously. Using the grouping table in which the distances between vehicles are written, the nearest vehicles are grouped together, and the group leader is selected as the slower vehicle. After repeating the process of creating a group, when a vehicle belonging to an arbitrary group exceeds 20, which is a criterion for decreasing the throughput value, the entire grouping is stopped and the process proceeds to the group communication step 3. Experiments to measure the throughput according to the number of vehicles are conducted in Section 3. In step 3, the RSU
communicates with the group by assigning time to each group. The vehicle may move out of the range of the RSU due to the movement of the vehicle. If the vehicle leaves the RSU, the RSU erases the vehicle from the table. If the group leader with the slow movement is out of range, the RSU re-checks the collision rate after resolving the traffic congestion on the road or recognizing it as a new vehicle inflow, clearing all groups.

**Figure 6** Distance-based grouping algorithm flowcharts
Figure 7 Creating RSU_pos_table flowchart

4.2 Create the table for grouping

The RSU and the vehicle exchange information through a beacon message. The RSU stores the information contained in the received vehicle beacon message for later grouping steps. The RSU has two tables, the first is a table (RSU_pos_table) with vehicle location information, and the second is a table (RSU_dist_table) that calculates and stores the distance between vehicles. Figure 7 shows the process of creating RSU_pos_table. Each time the RSU receives a beacon message from the vehicle, it stores the location information of the vehicle in the RSU_pos_table. If the vehicle ID contained in the Beacon message is an already created ID, the location is updated.

After creating the RSU_pos_table, create an RSU_dist_table that represents the distance using the location information in the RSU_pos_table. A two-dimensional array type RSU_dist_table having a size equal to the number of IDs in the RSU_pos_table is created, and the distance between the vehicles is obtained and stored in the RSU_dist_table. For example, when vehicles of the V0 and V1 are present, the IDs and positions of the V0 and V1 are stored in the RSU_pos_table. The distance dist (V0, V1) between V0 and V1 is obtained using the location information stored in the RSU_pos_table and stored in the RSU_dist_table. Figure 8 shows an example of the created RSU_dist_table.
4.3 Group and group leader selection

Before dividing the group based on the RSU_dist_table, it is necessary to confirm whether grouping is necessary. The RSU calculates the collision rate after creating the table. If the collision rate does not exceed the threshold value, it is determined that grouping is not necessary, and then the RSU table is updated again after the data transmission.

If the collision rate exceeds the threshold value, the RSU determines that grouping is necessary and carries out distance-based grouping between the vehicles. The composition of a group is divided into a group leader and a group member. As the leader of the group moves slower, the leader of the group stays within the range of the RSU longer. Therefore, the group leader is selected as the slower vehicle that can stay stable in the RSU for a long time.

Groups are created based on the RSU_dist_table created by the RSU, and the vehicles located close to each other are grouped first. Create a group by grouping the vehicles to the nearest two nodes and create the table again. At this time, among the two vehicles that are grouped, a relatively slow vehicle is selected as a group leader, and the vehicle is set as a standard for distance to other vehicles and groups.

For example, Figure 9 shows the RSU_dist_table created by the RSU. There is a total of six vehicles on the road, and each vehicle is at a distance as shown in Figure 9 (a). (1, 2) and (3, 5) are grouped as the group with the closest distance between vehicles (0, 4), and the table is updated as shown in Figure 9 (b). Assuming that 1, 4, and 5 in each group are the vehicles with the lowest speed in the group, 1, 4, and 5 become the group leader and serve as a basis for comparing distances from other groups.

We examine the distance between leader and the leader of each group and perform the merging between groups as shown in Figure 9 (c). A group was simulated by increasing the number of nodes in the IEEE 802.11p standard to have the maximum throughput. As shown in Figure 10, when the number of vehicles was increased and simulated, the number of vehicles showed the highest throughput at 20 vehicles. Therefore, the maximum allowable number of nodes per group is 20.
5. Performance evaluation

We used OMNET ++ to evaluate the performance of IEEE 802.11p. We modified the communication procedure using vehicular network open simulator (VENTOS) to create the scenario of the vehicle environment. We have connected the simulation of urban mobility (SUMO). Through sumo simulation, the vehicle is given mobility and the vehicle is recognized to OMNET++ and bound to communicate. The simulation environment was Linux Ubuntu 16.04 LTS, OMNET ++ 5.1, and SUMO 2.90. The network simulation parameters are shown in Table 1.

Table 1 Simulation parameter

<table>
<thead>
<tr>
<th>Parameters</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data rate</td>
<td>6 Mbps</td>
</tr>
<tr>
<td>Beacon size</td>
<td>390 bits</td>
</tr>
<tr>
<td>Data packet size</td>
<td>8326 bits</td>
</tr>
<tr>
<td>RSU beacon interval</td>
<td>1s</td>
</tr>
<tr>
<td>Vehicle beacon interval</td>
<td>0.1s</td>
</tr>
<tr>
<td>CW min</td>
<td>16</td>
</tr>
<tr>
<td>CW max</td>
<td>1024</td>
</tr>
<tr>
<td>Slot time</td>
<td>9us</td>
</tr>
<tr>
<td>Number of vehicle</td>
<td>3,10,20,30,</td>
</tr>
<tr>
<td></td>
<td>40,60,100,200</td>
</tr>
<tr>
<td>Road lane</td>
<td>4</td>
</tr>
</tbody>
</table>

In a vehicle simulation environment, the vehicle and the RSU always have data to transmit. The inflow and the flow of the vehicle are Poisson distribution and set a variable speed instead of a constant speed and set it similar to the actual road situation. It is assumed that the assumed road situation in the simulation situation is a unidirectional four lane road and that all the roads included in the simulation are within the range of RSU. The vehicle is always in a state of having data to send, and it sends and receives beacon messages to and from the RSU and other vehicles. Vehicle communication is not smooth because of the high collision rate in urban environments or on stagnant highways where many vehicles are driven.

Figure 11 is a graph comparing the proposed IEEE 802.11p / 1609 with the collision rate by applying the proposed distance-based grouping to vehicle communication. The proposed algorithm and the existing communication have an average of 4.2% lower collision rate of the proposed algorithm based on 20 nodes where grouping starts.

Figure 12 compares the through up of the proposed algorithm with the existing communication using IEEE 802.11p / 1609. The existing communication and the proposed distance - based grouping algorithm show the difference in performance from 20 cars or more.
6. Conclusion
IEEE 802.11p standard communications show that as the number of vehicles increases, the collision rate increases, so the throughput decreases significantly after the number of vehicles exceeds 20 vehicles. Using the proposed algorithm, vehicle performance is improved by a maximum of 5.9%, a minimum of 1.47%, and an average of 3%.

In this paper, thresholds were limited to 20 per group as an experimental result. In the future, the RSU will attempt to create an algorithm that will determine the group resources according to the number of vehicles on the road and optimize the collision rate and the transmission rate.
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